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	Document Information

	Date of issue / update
	Created:
Last Reviewed / Updated:
	Version: <1,2,3>

	Policy Owner
	Example: Chief Risk Officer 

	Approved by
	Example: Auditor General, SAI Country
	<dd month yyyy>





[bookmark: _Toc117596697]Purpose

Outline the purpose of the risk management policy. 
Example: The purpose of the risk management policy is to provide guidance regarding the management of risk to support the achievement of corporate objectives, protect staff and business assets and ensure financial sustainability.
[bookmark: _Toc117596698]Scope

Specify who this policy applies to. 
Example: This policy applies to all [organization name] activities. It forms part of [organization name] governance framework and is applies to all employees, contractors and volunteers.
[bookmark: _Toc117596699]General principles

Outline the general principles what is required to be followed in the risk management approach.

Examples:
· Factor in organizational goals and objectives.
· Addressing both value protection and value creation. 
· Ensuring that roles and responsibilities are explicit and clear. 
· Ensuring that the process for managing risk is fit for purpose. 
· Strive for continuous improvement.

[ Inputs from CRISP Workshop:

General principle

· Make risk management integral to SAI culture and decision-making strategic plan in achieving objectives with a view to achieve optimal outcomes and results. 
· Maintain forward looking rather than reactive risk management by encouraging well planned and well managed risk-taking. 
· Improve planning and performance processes, enabling the SAI to focus on core business service delivery and continuous improvement.
· Identify threats and opportunities related to the SAI and treat them accordingly at all levels.
· Provide reasonable assurance to stakeholders that risk affecting the achievement of the SAI’s objectives are appropriately managed in achieving the desired result.]
[bookmark: _Toc117596700]Risk Governance

Provide an overview of the risk governance structure of the organization. Indicate who is involved in risk management and what their responsibilities are. 
Example: See below
	CEO / Board / CAG
	Provides policy, oversight and review of risk management
Drives culture of risk management and signs off on annual risk attestation

	Risk Management Committee
	Overseas regular review of risk management activities

	Chief Risk Officer
	Continuously improving risk management policy, strategy and supporting framework

	Risk Champions
	Ensure staff in their business units comply with the risk management policy and foster a culture where risks can be identified and escalated

	Staff
	Comply with risk management policies and procedures





[ Inputs from CRISP Workshop:
	AG and DAGs
	· Provides policy, oversight, and review of risk management
· Drives culture of risk management and signs off on annual risk attestation
· Establish management structure for risk management
· Receive and review report from risk management committee
· Set strategic management objectives of the risk management process
· Responsible for ensuring that the office is managing risk effectively and efficiently
· Responsible for managing the risk that fall within the areas and processes they control this includes 
·  Foster a culture of risk awareness and risk management
· Ensure development of draft risk policies, strategies, and registers


	Risk Management Committee
	· Overseas regular review of risk management activities
· Analyze frauds, potential losses, Noncompliance, breaches and recommend corrective measures
· Play oversight role within the organization
· Recommend review of risk management policy

	Chief Risk Officer
	· Continuously improving risk management policy, strategy and supporting framework
· analyses and mitigate the risks that can hamper progress of the SAI
· Develop and undertake a risk based internal audit program
· Provide assurance to the audit and risk management committee 
· Maintain the OAG’s risk registers for all departments


	Risk Champions
	· Ensure staff in their business units comply with the risk management policy and foster a culture where risks can be identified and escalated
· Acts as Change agents in the management process
· Perform risk evaluation 
· Establish level of risk the SAIs willing to take

	Staff
	· Comply with risk management policies and procedures
· Familiarize with the OAGs policy on an approach to risk management
· Be aware of risks in their work and inform managers of business objectives that could be at risk



]
[bookmark: _Toc117596701]Risk Management Process

Outline the steps involved in the risk management process. Make reference to the risk management procedure for practical guidance on the process.
Example: When undertaking a risk management process the following steps must be taken: establish the context, identify the risk, analyze the risk, evaluate the risk, treat the risk and monitor and review the risk. Refer to the risk management procedure for details on how to perform each step in the process.
[bookmark: _Toc117596702]Integration with our systems and processes

Describe how risk management is integrated and embedded into organizational processes.
Example: Risk management is factored into business planning, performance management, audit and assurance, business continuity management and project management.

[ Inputs from CRISP Workshop:
Risk Management has to be aligned with the goals and objectives of the SAI. Peculiar risks of each department should be identified and consolidated into the RM policy of the SAI. The risk management policy is aimed at being fully integrated with the SAI’s operational processes, such as the annual strategic planning, operational and financial management. Risk management shall be in particular integrated with the adoption of an effective results-based management approach. 
The risk management policy complements results-based management by enabling to effectively achieve set objectives with clear and shared activities. High priority risk and the effectiveness of related controls shall be also fully considered in the evaluation of programmers and relevant budget allocation.
Risk management must be fully embedded in existing processes; appropriate flexibility needs to be applied in the execution of strategies and allocation of relevant resources through the proper consideration of the risks that could affect the achievement of the objectives applicable to each project, department and at SAI level.]
[bookmark: _Toc117596703]Risk Categories

Specify risk categories to be included in in the risk register and in risk reporting.
Example: Risk categories may include strategic, financial, environmental, safety, people, and reputation.

[Inputs from CRISP Workshop:
1. Strategic risks: relate to achieving the SAI’s main objectives.
2. Administrative, legal, and financial risks: these relate to independence, mandate, tasks, responsibilities, and financial resources(allocations) that help the SAIs fulfil its functions. This includes human and material resources, and technologies of communication and information, among other elements.
3. Operational risks: these relate to the SAI activities mainly audit and other control actions including jurisdictional ones, related reports and decisions, provision of consultation to stakeholders, methodologies, techniques, procedures, and principles adopted by the SAI, as well as the level of technology its uses or needs to use, for instance, to protect the information security.
4. Ethics risks: Integrity, independence, objectivity, competence, professional behavior, confidentiality, and transparency, which ultimately create credibility that enhances the prestige of the SAI.
5. External risks: Environmental, economic, social, and political impact.
]
[bookmark: _Toc117596704]Risk Register

Specify the purpose of the risk register. Include details on the types of risks to be included on the risk register (i.e., operational or strategic), the criterion for adding and removing risks from the register, who will review the risk register and how often it will be reviewed.
[bookmark: _Toc117596705]Risk Reporting

Outline the risk reporting requirements. The purpose of risk reporting is to create awareness of key risks, improve accountability for the management of risk and the timely completion of risk treatment plans. Details as to who prepares reports, who reviews reports and how often reports are reviewed should be included.
Example: The strategic risk register is prepared by the Chief Risk Officer and reviewed by the Audit Committee on a quarterly basis.

[ Inputs from CRISP Workshop:
Risk Reporting Requirements
Standards (insert ref. stds) and Laws (insert ref. laws)
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]
[bookmark: _Toc117596706]Risk Management Performance

Outline how the performance of risk management will be measured. Measuring performance is a key monitoring activity to assess how effective risk management is at supporting corporate objectives.
Example: Risk management performance indicators may include the number of internal audits completed per annum, the number of internal audit findings accepted by management, the timeliness of remediating internal audit findings, the reduction in the number of extreme risks in the risk register.
Also, to get the organizational acceptance and support it would be important to show the value generated from the Risk Management process. If possible, that can be measured in amount of savings due to avoidance of any risks which helped to avoid fines or any additional investment. If possible it can be measured in value addition such as with the implementation of risk management plan it helped to achieve x% of productivity (i.e. x% more audit report than last year, x% more audit recommendation implementation than last year). 

[Inputs from CRISP Workshop:
The performance of the risk management policy will be measured through the following key performance indicators: 
	Key Performance Indicators
	Measure
	Target

	Risk reports produced 
	Number of Risk report per annum
	One report per quarter

	Risk findings accepted by management
	% of Risk findings
	At least 80%

	Risk recommendations implemented
	% of growth in risk recommendations implemented
	At least 25%

	Remediation of findings
	Timeliness of remediating findings
	Timely subject to the rating of the finding and budget for implementation of the recommendation 

	Reduction in number of extreme risk in the risk register
	% of extreme risks
	At most 50%

	Value addition (Productivity)
	% increase risk coverage
	At least 25%

	Sensitization workshops
	Number of workshops per annum
	Bi-annual



]
[bookmark: _Toc117596707]Risk Appetite

Articulate the organizations risk appetite through a risk appetite statement. The risk appetite statement influences, and guides decision making, clarifies strategic intent and ensures choices align with the capacities and capabilities of the organization. 
Example: There is no standard or universal risk appetite statement. In general risks which falls in low rating from 1 to 4 (impact x likelihood) in a 5-scale rating are considered as low risk and against those no mitigation action been considered.
[Inputs from CRISP Workshop:
Risk Appetite 
Definition - Risk appetite is the amount of risk an organization is willing to accept in pursuit of its objectives and before any action is deemed necessary to reduce the risk said risk.
SAI policy on Risk Appetite:
The SAI has rated risk as either critical, high, low or minor depending on the likelihood and impact. On a scale of 1-5, the SAI rates risk to be critical at 5 and minor at 1; similarly, so is the likelihood of risk rated. 

	Risk rating 
	Likelihood 
	Risk Appetite Response 

	Critical 
	5 
	Unacceptable level of risk exposure which requires immediate corrective action to be taken

	High 
	4 
	Unacceptable level of risk that requires constant active monitoring and action to be taken to reduce exposure

	Moderate 
	3 
	Acceptable level of risk exposure subject to regular active monitoring measures

	Low 
	2 
	Acceptable level of risk exposure on the basis of normal operation of controls in place

	Minor 
	1 
	Acceptable level of risk exposure on the basis of normal operation of controls in place



]

[bookmark: _Toc117596708]Significant Risks

State the organizations approach to identifying and managing significant risks. 
Example: What should be considered as significant risk and how to manage such risks. In general risks which falls in top rating from 20 to 25 (impact x likelihood) in a 5-scale rating can be considered as significant risk and may separating reporting mechanism as well action from senior management.
[bookmark: _Toc117596709]Review and Approval

State how often and who will review the risk management policy. Review of the risk management policy should take into the account progress made against the risk management improvement plan, which is a blueprint for how the risk management policy is implemented across the organization.
[ Inputs from CRISP Workshop:
Review of the Policy is to be undertaken every three years or whenever need arises to ensure effectiveness and continuity.
The review of the policy is to be undertaken by the Risk Management Committee or Risk Unit   and approved by the Head of the SAI.]
[bookmark: _Toc117596710]References and related documents

	Associated Documents
	Risk Management Procedure 
Risk Register
Risk Management Improvement Plan

	References
	NS-ISO 31000:2018 – Risk management Guidelines (April 2018)

	Attachments
	Example: Procedure or Form
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